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R BURFX HREER XARIBFE X
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RA HREEMXRERXHARIENE X

FX

A A N SR AT T 4 SR B0 — AT LR B

process

set of interrelated or interacting activities that use inputs to

HAEHES) deliver an intended result
Bk requirement
WIZR I 7S f0) B i i 1 10 7 2 i 2 need or expectation that is stated, generally implied or
obligatory
s quality

X GRAR— ZEL A R A 3 A2 ESR R

degree to which a set of inherent characteristics of an

object fulfils requirements

N—E nonconformity
AN L ER non-fulfilment of a requirement
(=SS information

RKEMBMFR, mFHL, FHF FY, i,

SRR E BRSO AT R E B S

knowledge concerning objects, such as facts, events,
things, processes, or ideas, including concepts, that within a

certain context has a particular meaning

Hd

— Tl AL B AT EARRE ) 5 B R T 3, BUE

TEfE. REEAL B

data
reinterpretable representation of information in a

formalized manner suitable for communication, interpretation,

or processing

Hdf 2e data exchange

ARG Vil ARS AR storing, accessing, transferring, and archiving of data
itk data set

B EA BSR4 logically meaningful grouping of data
TCHE metadata

TE SUFHH R Fo A s i B data defining and describing other data
BEYE objective evidence

SRR YA B S E data supporting the existence or verity of something
FRIRFF identifier

A ZH 2R )5 DL 5| B £ 10 777

string of characters created by an organization to reference

a data set
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FRIRAT AT
BT AR R, R mH S H R R L e

identifier resolution
process that, when applied to an identifier, returns an

associated data set

Jeff
JiT % B AT ) L A Bl R )

entity
concrete or abstract thing in the domain under

consideration

HLBRRAT
A LA AT LA VE 8 A4 FR . A BRI B 5
K12 B FRRAT

organization identifier
reference that can be resolved unambiguously to the legal

name, the location and the administrator of the organization

FENLAE
HE K N Bt X B UG R A AL K H
RNEGEN

legal entity
physical or juridical person granted legal status by the

governing body of a nation, state or community

BUBAR R AT
PRRFF I ZURAT, SR SR Rk
HBIEEN

authoritative identifier
identifier issued by an organization that is the originator of

the object identified or that is a legal authority

BUBGE N RIR
WA NS RIRRIRST, BTN A A BUR T
AL R E S I B XA BRI AR

authoritative legal entity identifier
ALEI

identifier that identifies a legal entity and is issued by the
administrative agency for a governing body of the nation, state,

or community with the authority to grant legal status

AREARRAT
A ARFR IR AR A SV AT AR R

proxy identifier
identifier issued by an organization that is not the

originator of the object identified

ARIE N SRR IRFF
WA NS RIRRIRAT, BB AT LR f
G, IR TRt A

proxy legal entity identifier
identifier that identifies a legal entity and is issued by an
organization that is not the administrative agency for a

government and, thus, has no authority to grant legal status

HEUx vital record
BURAZAURAE I AT AL R record of life events kept under governmental authority
G 2R ARG free decoding

FRARFFHEAT, TomaSCAT 3, BIWTIR 8] SCHR
itk

identifier resolution that, without the need to pay a fee,

returns an associated data set

e
PRARFEMENT, RATESIATMG, A REIR BIAG
IREAE/EE S

fee-based decoding
identifier resolution that, only after paying a fee, returns

an associated data set

B
Toii A 9, AR E SOR KIS HR IR

free encoding

without the need to pay a fee, using terms and definitions

to discover concept identifiers
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M
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measure

ascertain or determine the magnitude or quantity of

something
Mg R measurement
NS SIS result of measuring something
MRS E7T measurement data
AR I 2 18 1 8l data representing a measurement
MEZR measurement requirement

XTI AR A B SO A A A KA
DR — AN B2 A TC R AR e 6 0 B s 12 A0 A
W, R E ]SRN R R AN R AR

textual description of how a criterion is measured,
including any necessary additional attributes and rules to
control the test and the element or elements to be tested, and
which plays the role of an external specification for a reliable

measuring algorithm

7 product
EH B ARERN o A8 7 A 1 2R P B I thing or substance produced by a natural or artificial
process
7= i product data

PA—Fhid & At LTS e Ak 2R
1 1 A7 AR AT K7 dh 145 2

representation of information about a product in a formal
manner suitable for communication, interpretation, or

processing by human beings or by computers

AzE! application
B, AR RN — AR one or more processes creating or using product data
IVAAER7INAG application protocol
fa € T R BV [ AE B BRI RRATY | AP

specifies an application interpreted model satisfying the

scope and information requirements for a specific application

IR S kit
B0 PR Py DM ISR B A 17 PR e FR) £ U 2
SRAZRIE B

application reference model
ARM

information model that describes the information
requirements and constraints of an application within an

application protocol or module

Hods 7 K H
XA E BRI . ARIEANE SRS
4t

data dictionary entry
description of an entity type containing, at a minimum, an

unambiguous identifier, a term and a definition
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Hod 7
Bl 7 A HIES, VSRR T &
E24

data dictionary
collection of data dictionary entries that allows lookup by

entity identifier

Kot A
PAFEE B MR E H I R R AR —
HER

data specification
set of requirements covering the characteristics of data

being fit for one or more particular purposes

JE A
R R AR S5 A K SCIR R ) it 7 i 2% H 1
PRIRFF

property value
instance of a specific value together with an identifier for

a data dictionary entry that defines a property

REOER
SEAA T B AN — 2 R E BN SEAR )t i

characteristic data
description of an entity by the class to which it belongs

and a set of property values

Hodh o
Hodh ) — 2HL [ A R L 3 2 R R R

data quality
degree to which a set of inherent characteristics of data

fulfils requirements

Hodhs o R
PR J5T 5 7 THI4R - A% ) L 2L A PR 3

data quality management
coordinated activities to direct and control an organization

with regard to data quality

PAEIA data error
AN B R non-fulfilment of a data requirement
EAE/TY S e data provenance record

— SRR AN R T SR N R R
IRAEAMEIB L%

record of the ultimate derivation and passage of a piece of

data through its various owners or custodians

LN
IR AR WLE SR A DA L S R 2 R

verification
confirmation, through the provision of objective evidence,

that specified requirements have been fulfilled

Crall
I S R WL B A i R R E T i e
JS2 P A SR

validation
confirmation, through the provision of objective evidence,
that the requirements for a specific intended use or application

have been fulfilled

BB EHE VR authoritative data source

BB R A & owner of a process that creates data
A2 S HE accepted reference value

1ERME MRS % value that serves as an agreed-upon reference for comparison
HAA true value

FE25 JEZHFALRT , A EAEAEAE I 26 R 583
E X IE

value that characterizes a characteristic perfectly defined

in the conditions that exist when the characteristic is considered

10
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Bl R, o E SR ) B S E AR A 2 Y
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data accuracy
quality of data in respect of the represented value agreeing
with the corresponding true value to a degree necessary for an

intended purpose

BRI
PR 0 55— e R AR M R HE R L )
(IS

data accuracy record
record of the information provided about the data accuracy of a

specified data set

Hoffs e Btk
BRSPS i D NIEST O RS PSR- E /P ik s

data completeness
quality of a data set in respect of the content being all that

is necessary for an intended purpose

Hod e Bk IL R
FrBR IR OG5 e el S i e B VR A5
Bk

data completeness record
record of the information provided about the data
completeness of a specified data

set

N
A AL T X 35 A T

formal syntax
specification of the valid sentences of a formal language

using a formal grammar

i iR
FI5| 8 5 305 B AR IR B s B rh i A
SRIE FARE KA

semantic encoding
technique of replacing natural language terms in a

message with identifiers that reference data dictionary entries

T S i ) St R
e KA, A s 7 b A 2% F O EE

semantically coded data specification

data requirements statement

biiA data specification that uses entries from a data dictionary
(BN business transaction

FMAT BT Bl FE 1 58 & completion of a business action or a course of action
pEE T transaction data

REWIZZ 5 s data representing a business transaction
FEHE master data

MV RS, T R % 4L B
MEEARSEAAR, FEREI I ASRAT HAZ 5

data held by an organization to describe the entities that
are both independent and fundamental for that organization,

and referenced in order to perform its transactions

EHRE R
JH 22 #0 3 otie (1 2 45 8

master data message

data message used to exchange master data

11
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7 it KR S
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product data quality
consistency, completeness, and suitability for the purpose

of the product data

F AR AE quality criterion
PEA 7 i B o A v criterion for evaluating product data quality
R YIAN € product shape data

P U R $ME B2 7 i AR At

data representing product shape with geometric and

topological information

BIE
i B R PP TR H T R R R

threshold
allowance used for the assessment of shape data quality by

numerical test

R inspection
Wi E & BT & HUE 2K determination of conformity to specified requirements
(DR S inspection result

A 45 R R WIS B ™ Wl AR o A
J B R

result of inspection which indicates whether, or not,

quality defects exist within the inspected product shape data

R
P AL FE T

accuracy
specification to control precision of an approximate

solution

G E!
TR (IS 5 ST RS (1 7 ot B 55

item of production
goods or service that conforms to a specification defined

by a supplier

2k
PP
Vi
PTG E A A0S

serial number
asset tracking number
asset number
number used to identify an individual occurrence of an

item of production

(VATRE!
T AL KT R SCHIE & 3Tl RE A T AR i
Bk 5525

item of supply
class of substitutable goods or services that fulfil a fit,

form or function defined by a buyer

]
TrBegs i R GE O BRI E— TR AR

part number
unique alphanumeric designation assigned to an object in

a manufacturing system

[T AL
AU R ROBRIRAT, T AR R SR

stockkeeping unit
identifier of a set of product characteristics for the purpose

of inventory control or procurement

12
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HHRHAR R

MRYE SR R R AR R Q0 . S B eOR R
KO, I S R R T DR 0 R I T R I
BRI 7

data technician

person who creates, reads, modifies, and deletes data in
accordance with the guidelines for data quality management,
and measures data quality and corrects data errors found as a

result of measuring data quality

a0

HyEE R
A YRR R TR AR . T A

data administrator

person who controls and coordinates the work of data

UL T 1R SR ] DA ST L 8 i R A ke i technicians by defining criteria needed to maintain data quality,

SR E v N IR (PN by designing data schemata, and by analysing the causes of
errors to prevent their recurrence

A TR data manager

VS RAGRENE € RIS =Gt g Ul N & i
Hoh e B AR B AR G b BREA AN 21 1EHi
BURR, i L BN H SV A B R RS R AE % ME
BRI 4ed Bt — Bk

person who establishes plans for data quality improvement
in an organization, grants data administrators the authority to
trace and correct data over the information systems or
organization, and maintains data consistency in individual
information systems through the organization-wide data

architecture

BB R

WERUR A7 T P — AR E Bl DR A A B

data steward

person or organization delegated the responsibility for

H managing a specific set of data resources
TR VP AR process assessment model

BT R E IR
HEZAN LS H R

R R, BT

model suitable for the purpose of assessing a specified
process quality characteristic, based on one or more process

reference models

R
ARV T S5 AR SCE RS B R b S
SR ELTY EPN TR IS

process dimension
set of elements in a process assessment model explicitly
related to the processes defined in the relevant process

reference model(s)

AR

M AR E B IR A B YR A R,
IR E T AR H U A B s U 5 4
R EESIBURERS S

maturity model
model derived from one or more specified process
assessment models that identify the process sets associated with

the levels in a specified scale of organizational process maturity

HI AL

AL O E R — DR DAL, X
SERE R — H—E S HARHEAT, FRR PP T
Fl F) S i

organizational unit
identified part of an organization that deploys one or more
processes that operate within a coherent set of business goals

and which forms the basis for the scope of an assessment

A )

FEAL LSRR R I AT 7 R B0 s RAEAE B

maturity level

point on an ordinal scale of organizational process

13
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S TR P L P9 VT PO 2L B T P BRAEE

maturity that characterises the maturity of the organizational

unit assessed in the scope of the maturity model used

ARVl
MRYE IR VP A AR o 2 2 A (i R HEAT A 42
PG

process assessment
disciplined evaluation of an organizational unit’s

processes against a process assessment model

IREEIPN
THUaR R RE PR 2 /i i 75 A4 2

assessment input

information required before a process assessment can

commence
R L assessment output
ARV T E B4R all of the tangible results from a process assessment
PEAL/NA assessment team
—AEEANHEFEPAT A A A one or more individuals who jointly perform a process
assessment
TR E process attribute
TR EEE process quality attribute
T AR R B R 1 T = 1 measurable property of a process quality characteristic
e process attribute rating

F WAl R 0 e AR R P ) S LR

judgement of the degree of achievement of the process

attribute for the assessed process

IR RGBS
AR ETPUR SR ERERSE S

process profile

set of process attribute ratings for an assessed process

PRI
X5 TR el B AP SR
S, SRR HT A2 R 03 AR S AR

assessment record

orderly documented collection of the information which is
pertinent to a process assessment and adds to the understanding
and verification of the process profiles generated by the

assessment

A 6
PR SR A SRR VR R P 0 2
SR

assessment indicator
sources of objective evidence used to support the

assessor's judgement in rating process attributes

L FERE
IR R I A2 2 AT B TUMY 55 H FR i e

d—

process capability
characterization of the ability of a process to meet current

or projected business goals

W RERETIKT

FEIL R RE ) BRI P2 B FRUE b i ol T e

process capability level

characterization of a process on an o

SUR ISP process outcome
FRIh SRR H i e g 4t observable result of the successful achievement of process
purpose
HEia data governance

14
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il AN SAAT 5 200 A B R I BOR

development and enforcement of policies related to the

management of data

ZE asset

PR 28 AH G A N E I AR P anything that has value to a stakeholder
[X e block

A B B RN B Sk 1 45 R A B structured data comprising block data and a block header
A block data

BEFENHE AN G KM BT 5 structured data comprising zero or more transaction
WRNS%E records or references to transaction

records

X Hesk block header

BT B BRI S B, BRARSAT AT
B

structured data that includes a cryptographic link to the

previous block unless there is no previous block

(X BR2EJih
2 X Pt R G A X BG4 71 T e e
tHESp)

block reward
reward given to miners or validators after a block is

confirmed in a blockchain system

X Bt
WA FIABG A KA, 3 A NS S 4 430
S0 A 5 e

blockchain
distributed ledger with confirmed blocks organized in an

append-only, sequential chain using cryptographic links

X Yk R4t blockchain system
15 X B A2 2 R 5t system that implements a blockchain
RN confirmed
Z Wi — B E BN o I accepted by consensus for inclusion in a distributed ledger
TN X e confirmed block
[WRTHINEIEER block that has been confirmed
N 5 confirmed transaction
CAINIAL 5 transaction that has been confirmed
iR consensus

DLT ¥ s Z [ ES, FEZ P, 525 Ok
E H A UK A 5 CLIRIEAE 5 1) — BUR A AT

agreement among DLT nodes that 1) a transaction is
validated and 2) that the distributed ledger contains a consistent

set and ordering of validated transactions

FLARHL ) consensus mechanism

I8 BRI rules and procedures by which consensus is reached
hn gt e crypto-asset

A P N 25 AR SE P B digital asset implemented using cryptographic techniques
It m ryptocurrency

B AEAE B A A (K B2

crypto-asset designed to work as a medium of value

exchange

T w7 bR
RAE AL 10 b 75 £ WS B KB

cryptographic hash function

function mapping binary strings of arbitrary length to
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TR AT E RO RRE DRI T 5 A A R
T AT LR B SN, N T4 ENMAE
FRMRG B 58 —AMRAAE T ERASTATRY AR
By, O HEER B W EUAE RV A TS AN [ R
HNAETT S ERATTTH

binary strings of fixed length, such that it is computationally
costly to find for a given output an input that maps to the
output, it is computationally infeasible to find for a given input
a second input that maps to the same output, and it is
computationally infeasible to find any two distinct inputs that

map to the same output

s %
A5 PR 3 e A BR BB R I 1) B 1 2 25

FRiR

cryptographic link
reference, constructed using a cryptographic hash function

technique, that points to data

EAEES

AR R FBOREI PR, DARRE IR
SO B IR 2 AL A FH BT 1 R A B
Bk

cryptography

discipline that embodies the principles, means, and
methods for the transformation of data in order to hide their
semantic content, prevent their unauthorized use, or prevent

their undetected modification

Z
TELHLRG EBATHI N T

decentralized application
DApp

application that runs on a decentralized system

L RG
EHI D AES 5 RGHRIF I NS Z [ 1
ARG

decentralized system
distributed system wherein control is distributed among

the persons or organizations participating in the operation of

the system
EAEITE S digital asset
B EA R UMEEE A asset that exists only in digital form or which is the digital
representation of another asset
34 digital signature
BT R, AR R P R data which, when appended to a digital object, enable the
EH SR YR AN 52 B (1) B3 user of the digital object to authenticate its origin and integrity
g3 A distributed ledger

FE—2 DLT 1 i 2 [ L 52 0 A LR pL A 7R
DLT 5 s 2 [8] [R5 1) 73 JEIK A

ledger that is shared across a set of DLT nodes and

synchronized between the DLT nodes using a consensus

mechanism
DLT DLT
SRR A A distributed ledger technology;
Refg 1217 A48 A R AR R technology that enables the operation and use of
distributed ledgers
DLT ik /" DLT account
AT IR A ARIK 5 distributed ledger technology account; representation of an
REXZS 55 Mk entity participating in a transaction
DLT ik DLT address
I3 KA AR 35 distributed ledger technology address;

RSB 5% 5K DLT WK HIME

value that identifies a DLT account participating in a
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transaction

DLT M &% DLT network

I3 A0 IRASHEAR 246 distributed ledger technology network;

I DLT Z&iMH) DLT 75 s 4% network of DLT nodes which make up a DLT system
DLT i i, DLT node

I3 KA AT S distributed ledger technology node
DLT ik DLT oracle

I3 AT AR AH AR TR distributed ledger technology oracle
DLT ‘¥ & DLT platform

— A G FIEAS LA
EAIFLFEES DLT ¥ & B34t DLT 240
R

distributed ledger technology platform;

set of processing, storage and communication entities
which together provide the capabilities of the DLT system on
each DLT node

DLT %% DLT system

S R A R G distributed ledger system;

A RIKARA R 5t distributed ledger technology system

SEH AT I A 1 R 5t system that implements a distributed ledger
DLT H DLT user

A R A AR distributed ledger technology user;

DLT RGBS 15k entity that uses services provided by a DLT system
SRR distributed system

AT BRI TS 2 A LA AT
ERP SR R S

system in which components located on networked
computers communicate and coordinate their actions by

interacting with each other

KE AT
AR T B 25 % 7 4 A A 8 VR R B RS 1
DLT V& i

double spending
failure of a DLT platform where the control of a token or

crypto-asset is incorrectly transferred more than once

Ak

5 RAE G B RGN ESMBRIITH , Fin—
PN —AHA B DT RS BAAT
WO BIAN AR ) — BRI H

entity

item inside or outside an information and communication
technology system, such as a person, an organization, a device,
a subsystem, or a group of such items that has recognizably

distinct existence

[ failure
P I PAT BRI RE loss of ability to perform as required
A fault tolerance

ThRe . ICAE DL b A IR AT 0 T 4R Sk AT
Jit i Th e g

ability of a functional unit to continue to perform a

required function in the presence of faults or errors

Bt X
DXBRABE A 57— X B

genesis block

first block in a blockchain

17
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fili 73 X

WA DLT V6, i DLT 45 s AR A
ff] DLT & G2 (K357 73 R0k 10 s BREAN AL F I Al
A DLT “F&AH) DLT i sid%52

hard fork

change to a DLT platform in which new ledger records or
blocks created by the DLT nodes using the new version of the
DLT platform are not accepted as valid by DLT nodes using old
versions of the DLT platform

W75 hash value
RS o B H A7 R string of bits which is the output of a cryptographic hash
function
A immutability

— B InE A Kk, 7 RIKIL S ek
B A B 3k 1 e 12

property wherein ledger records cannot be modified or

removed once added to a distributed ledger

R S (R
AN B A R G BN RS Py A2 A 2 AAR LA
M EA#Hf5 B EE

interoperability
ability of two or more systems or applications to exchange

information and to mutually use the information that has been

exchanged
T R leaf node
WA T R node that has no child nodes
N ledger

TRAF IR W M AT 5E G L kN A S A7 ik

information store that keeps records of transactions that

are intended to be final, definitive and immutable

eSS
HREGLFINLR, LHIWRIRAE, 206
WRAE AT AIKA L 1I5E Zid /K51

ledger record
record containing transaction records, hash values of
transaction records, or references to transaction records

recorded on a distributed ledger

eSSV

X

QPSS DA F A A7 A, SRIET
HA B Py S 3R AT A

ledger split
fork;
creation of two or more different versions of a distributed

ledger originating from a common starting point with a single

history
Merkle R Merkle root
Merkle £ FRAR T 2 root node of a Merkle tree
Merkle Merkle tree

MRS, HA R SRR TR e
A fEARIC, REAS AR T A T SRR I A (i
Fric

tree data structure in which every leaf node is labelled
with the hash value of a data element and every non-leaf node

is labelled with the hash value of the labels of its child nodes

L miner
MEFFZHH DLT %9 5 DLT node which engages in mining
20" mining

FERLESEUIILH b, B ANGGIE [X S s BRI A
RS

activity, in some consensus mechanisms, that creates and

validates blocks or validates ledger record

18
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R node
MR R S 4 (1) FE AR 4 A elementary component from which a data structure is built
BEHLEL nonce
TE— HH AT HRAE A A — IR I B B number or bit string used once in a set of cryptographic
operations
BESH off-chain

XY RS K, BT PITEEBTEZX
Pk RG22 hh

related to a blockchain system, but located, performed, or

run outside that blockchain system

KAk
5 DLT RZiMHK, HAT. HATEIE1T %

off-ledger

related to a DLT system, but located, performed, or run

DLT Z%z4h outside that DLT system
B b on-chain
EXPEERFNER . PATEIZAT located, performed, or run inside a blockchain system
i - on-ledger
£ DLT RLWEN . PATEIEAT located, performed, or run inside a DLT system
X 45 X 4% peer-to-peer

RIK BRSO FAERT SR R, B B
F MG, AT SRS

relating to, using, or being a network of equal peers that
share information and resources with each other directly

without relying on a central entity

pAa) permissioned
T BT R E 15 B) requiring authorization to perform a particular activity or
activities
S VFA DLT &40 permissioned DLT system
SR A A R 4 permissioned distributed ledger system
SR A AR R4 permissioned distributed ledger technology system
GV oA A R4 DLT system in which permissions are required
#H DLT R4 private DLT system
A A XIEA RS private distributed ledger system;

BB A NI AH AR R4
DLT RG{XHLERR DLT HFP 4 H

private distributed ledger technology system;
DLT system that is accessible for use only to a limited

group of DLT users

FhEH
SR AR AR B I, 2 E PR,
R gz A M

private key
key of an entity's asymmetric key pair that is kept secret

and which should only be used by that entity

|
=)

53
&

AR T T AL 4R RE R HERI S il R, RIS 1
PRAE 5 2L ] DLSE SR AKX 828 5y, AT A R A
KA /N Rl A

prune

produce a smaller replica of a distributed ledger by
removing all transaction records meeting specified criteria
while ensuring that those transactions can be restored with

integrity if needed

AL DLT &4

public DLT system
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NI AT KA R 585
NI AT KA TR R 585
AR AR 2 A SR AR 2 58

public distributed ledger system;
public distributed ledger technology system;

DLT system which is accessible to the public for use

~H

FTRAATER S SEAA R0 PR g

public key
key of an entity's asymmetric key pair which can be made

public

N
IR 5 BRI s AR, s )
57 2 44 R T 2 4 B 2

public-key cryptography
cryptography in which a public key and a corresponding
private key are used for encryption and decryption, or are used

for verifying digital signatures and digitally signing,

respectively
ex record
HRTN N BAT IR L 8L 45 52 &) I AE information created, received and maintained as evidence

KRR 0l BRI 1 5

and as an asset by an organization or person, in pursuit of legal

obligations or in the transaction of business

Al AR B
N5 DLT RGUSATA RIS S 4225 1
Jiik

reward system and incentive mechanism
method of offering reward for some activities concerned

with the operation of a DLT system

R A root node
WA AT RS A node that has no parent node
LKA shared ledger

I3 A AIRATL S A 25 7T o 22 A SR )

distributed ledger in which the content of ledger records is

accessible by multiple entities

s
X BREE R G0 AR IR X B BE R L HRAE, DA
AT 55 SRBK X B R GERE RIS S D g

sidechain
blockchain system that interoperates with a separate
associated blockchain system to perform a specific function in

relation to the associated blockchain system

HREAY
FAEAE DLT RGP ENES, HA R
FEARAT B 45 SRAR T SRAE 20 A UK A

smart contract
computer program stored in a DLT system wherein the
outcome of any execution of the program

is recorded on the distributed ledger

WX

HEECONASRE S X DLT 4, HA DLT %
BAGFHIHARAS DLT ~F & G ) 3 2 e St oA g
FA#iARA DLT “F &M DLT W5 &%

soft fork

change to a DLT platform that is not a hard fork and in
which some records or blocks created by the DLT nodes using
the old version of the DLT platform are not accepted as valid

by DLT nodes using new versions of the DLT platform

THE subchain
ke FASTIEE, T LA X R R — 4 logically separate chain that can form part of a blockchain
system
IS ] K timestamp
A, FoR 5 AL (A 2254 SC I [A] A time variant parameter which denotes a point in time with
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respect to a common time reference

(vl token
REBRIE S B E T digital asset that represents a collection of entitlements
5 transaction

TAE R /N TE, A7 AT A A BN (45
R A EEAMTIF S

smallest unit of a work process, which is one or more
sequences of actions required to produce an outcome that

complies with governing rules

A5 %
[ T SISO IR 52 T N 3 A 102K
MK I %2 F

transaction fee
fee paid to miners or validators for inclusion of a

transaction in a distributed ledger

BAGE transaction record
eSS record documenting a transaction of any type
(EES trust

JFH P BHA R S8 AH 502 060 7 i B R G4 HE T
BATHE DR

degree to which a user or other stakeholder has confidence
that a product or system will behave as expected by that user or

other stakeholder

CLAGIE
—ANSEARTE L (1 e R AR BN Y

validated

status of an entity when its required integrity conditions

R have been checked
L gl validation
ISUERE Z« A K s B X B K Th g function by which a transaction, ledger record, or block is
validated
LA validator
DLT Z&GHZ5IGIER Sk entity in a DLT system that participates in validation
Bty wallet

MTARR EB A AL AN 2 B8
R

application used to generate, manage, store or use private

and public keys
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